Notice of Privacy Practices (NPP) Distribution and Acknowledgment

Policy Summary

This policy describes the Notice of Privacy Practices (NPP), the method of distribution and documentation of distribution.

The HIPAA Privacy Rule and HITECH regulations require that covered healthcare providers that provide direct care distribute to all patients who they treat on or after April 14, 2003, a “Notice of Privacy Practices” (“NPP”) which describes the provider’s uses and disclosures of protected health information, a patient’s rights with regard to his/her own protected health information, the provider’s duties with regard to the patient’s protected health information, the complaint process, a contact number, and the effective date of the NPP.

Who This Policy Applies To

Applies to all members of the UW-Madison Health Care Component.

Rationale

In enacting HIPAA, Congress mandated the establishment of Federal standards for the privacy of individually identifiable health information. Under the patchwork of laws existing prior to adoption of HIPAA and the Privacy Rule, personal health information could be distributed—without either notice or authorization—for reasons that had nothing to do with a patient’s medical treatment or health care reimbursement. For example, unless otherwise forbidden by State or local law, without the Privacy Rule patient information held by a health plan could, without the patient’s permission, be passed on to a lender who could then deny the patient’s application for a home mortgage or a credit card, or to an employer who could use it in personnel decisions. The Privacy Rule establishes a Federal floor of safeguards to protect the confidentiality of medical information. State laws which provide stronger privacy protections apply over and above the new Federal privacy standards.

Policy Detail

1. Each Provider Unit in the UW HCC will distribute a printed NPP once to any patient who is treated on or after April 14, 2003. The NPP will include all of the information required by the HIPAA Privacy Rule:
1.1 The NPP must contain the following statement as a header or otherwise predominantly displayed: “This notice describes how medical information about you may be used and disclosed and how you can get access to this information. Please review it carefully.”

1.2 The NPP must contain:

1.2.1 A description, including at least one example, of the types of uses and disclosures that the Provider Unit is permitted to make for each of the following: treatment, payment or health care operations.

1.2.2 A description of each of the other purposes for which the Provider Unit is permitted or required to use or disclose PHI without the individual’s written authorization.

1.2.3 If a use or disclosure for any purposes described above is prohibited or materially limited by other applicable law, the description of such use or disclosure must reflect the more stringent law.

1.2.4 For each purpose described above in 2.a. or 2.b., the description must include sufficient detail to place the individual on notice of the uses or disclosures that are permitted or required.

1.2.5 A description of the uses and disclosures that require an authorization as follows:

1.2.5.1 Psychotherapy Notes. Use or disclosure by the covered entity requires patient authorization except to carry out treatment, payment or health care operations; to train mental health students or practitioners to improve their skills; to defend itself in a legal action; or for use by the originator for treatment.

1.2.5.2 Marketing. Authorization is required for uses of PHI made for marketing except to communicate about treatment, care coordinator, or to describe a health related product or service or payment for such included in the covered entity’s health plan. Authorization is required for disclosures of PHI for remuneration made to another entity to market its services except to describe a drug or biologic already prescribed to the patient or for refill reminders.

1.2.5.3 Sale of PHI. A covered entity must obtain authorization for any disclosure of PHI in which the disclosure will result in remuneration to the covered entity.

1.2.6 A statement that other uses and disclosures not described in the NPP will be made only with the individual’s written authorization and that the individual may revoke such authorization.

1.3 If the Provider Unit intends to engage in any of the following activities, the description required above of the uses and disclosures the Provider Unit is permitted to make must include a separate statement, as applicable that:

1.3.1 The Provider Unit may contact the individual to provide appointment reminders or information about treatment alternatives or other health-related benefits and services that may be of interest to the individual;
1.3.2 The Provider Unit may contact the individual to raise funds for the Provider Unit and the individual has the right to opt out of such communications.

1.4 The NPP must include a statement about the individual’s rights with respect to PHI, and a brief description of how to exercise such rights, to:

1.4.1 Request restrictions on certain uses and disclosures including that the Provider Unit is not required to agree except when a disclosure is made for payment or health care operations and the PHI at issue pertains to services paid in full by patient;

1.4.2 To receive confidential communications;

1.4.3 To inspect and copy PHI;

1.4.4 To amend PHI;

1.4.5 To receive an accounting of disclosures;

1.4.6 To receive a paper copy of the NPP.

1.5 The NPP must contain:

1.5.1 A statement that the Provider Unit is required by law to maintain the privacy of PHI and to provide individual with notice of its legal duties and privacy practices with respect to PHI;

1.5.2 A statement that the Provider Unit is required by law to notify affected individuals following a breach of unsecured PHI;

1.5.3 A statement that the Provider Unit is required to abide by the terms of the NPP currently in effect;

1.5.4 A statement that the Provider Unit reserves the right to change the terms of its NPP and to make the new NPP provisions effective for all PHI that it maintains. The statement must also describe how it will provide individuals with a revised notice.

1.6 The NPP must contain a statement that individuals may complain to the Provider Unit and to the Secretary of the Department of Health and Human Services if they believe their privacy rights have been violated, a brief description of how to file a complaint with the Provider Unit, and a statement that the individual will not be retaliated against for filing a complaint.

1.7 The NPP must contain the name, or title, and telephone number of a person or office to contact for further information.

1.8 The NPP must contain the date on which the notice is first in effect, which may not be earlier than the date on which the notice is printed or otherwise published.

2. The NPP will ordinarily be handed to the patient or patient’s parent or guardian at time of first service on or after April 14, 2003, but may be mailed or delivered by other means. In any event, the UW HCC must provide the NPP within 24 hours of patient treatment.

Those UW HCC units in the UW ACE will distribute the joint ACE NPP.
3. The UW HCC Provider Unit will provide the NPP document in either English or Spanish as the patients chooses. The NPP may be translated to other languages as applicable.

4. The UW HCC Provider Unit will document that the patient has received the NPP using the NPP Acknowledgment for Receipt of Notice of Privacy Practices (attached) or the applicable NPP Acknowledgement form for the joint ACE NPP. The UW HCC Provider Unit will maintain a record of this completed form in either paper or electronic image format. The UW HCC Provider Unit will document completion of the Acknowledgment form electronically wherever possible.

5. Each UW HCC Provider Unit with a physical service delivery site will have the NPP available at the site for patients to request to take with them and will post the NPP in a clear and prominent location where it is reasonable to expect individuals seeking service will be able to read the NPP.

6. The UW HCC Provider Unit will revise its NPP whenever there is a material change to the uses or disclosures, the individual’s rights, the UW HCC Provider Unit’s legal duties or other privacy practices stated in the NPP. The NPP shall be made available upon request on or after the effective date of the revision and posted as required in “D” above.

7. If the UW HCC Provider Unit has a website, the unit will post the NPP on its website and make the NPP available electronically through the website.

### Consequences for Non-Compliance

Failing to comply with this policy may result in discipline for the individual(s) responsible for such non-compliance.

Further, the US Department Health and Human Services (HHS) Office for Civil Rights (OCR) is responsible for enforcing the HIPAA Privacy and Security Rules, and an individual’s non-compliance may result in institutional non-compliance and/or an investigation by OCR. OCR attempts to resolve investigations by obtaining voluntary compliance and entering into Corrective Action Plans and Resolution Agreements. Failures to comply with HIPAA or cooperate with OCR in an investigation may result in civil and/or criminal penalties.

### Supporting Tools

Additional information may be found at [www.compliance.wisc.edu/hipaa](http://www.compliance.wisc.edu/hipaa).

### Definitions

1. **Disclosure:** The release, transfer, provision of access to, or divulging in any manner of PHI by an individual within the HCC or ACE with a person or entity outside the HCC or ACE.

2. **Health Care Operations:** Any of a number of business and administrative activities, including

   2.1 Conducting quality assessment and improvement activities
   2.2 Reviewing the competence or qualifications of health care professionals
   2.3 Conducting training programs.
   2.4 Accreditation
   2.5 Credentialing
2.6 Conducting or arranging for medical review, legal services and auditing functions
2.7 Business planning and development
2.8 Business management and general administrative activities

Health care operations do not include research and many fundraising and marketing activities. See Privacy Policies # 3.6 “Uses and Disclosures of Protected Health Information for Marketing” and # 3.7 “Uses and Disclosures of Protected Health Information for Fundraising” for more information.

3. HITECH: The Heath Information Technology for Economic and Clinical Health Act, enacted as part of the American Recovery and Reinvestment Act of 2009, to promote the adoption and meaningful use of health information technology.

4. Payment: The activities undertaken by a health care provider to obtain payment for the provision of care or by a health plan to provide reimbursement for the provision of care.

5. Protected Health Information (“PHI”): Health information or health care payment information, including demographic information collected from an individual, which identifies the individual or can be used to identify the individual. PHI does not include student records held by educational institutions or employment records held by employers.

6. Psychotherapy Notes: Psychotherapy notes means notes recorded (in any medium) by a health care provider who is a mental health professional documenting or analyzing the contents of conversation during a private session or a group, joint, or family counseling session and that are separated from the rest of the individual’s medical record.

7. Treatment: The provision, coordination, or management of health care and related services.

8. University of Wisconsin Affiliated Covered Entity (UW ACE): The UW-Madison Health Care Component (except University Health Services and the State Laboratory of Hygiene), the University of Wisconsin Medical Foundation and the University of Wisconsin Hospital and Clinics. See Privacy Policy # 1.2 “Designation of the University of Wisconsin Affiliated Covered Entity (UW ACE)”.

9. Use: The sharing, employment, application, utilization, examination, or analysis of PHI by an individual within the UW HCC or the UW ACE.

10. UW-Madison Health Care Component (“UW HCC”): Those units of the University of Wisconsin-Madison that have been designated by the University as part of its health care component under HIPAA. See HIPAA Policy 1.1 “Designation of UW-Madison Health Care Component” for a listing of these units.

Responsible Parties

HIPAA Privacy Officer
HIPAA Security Officer
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